
Online Safety Parent Information Workshop – February 2023

This presentation will cover:

- Why is online safety important?

- Online Safety at PTCPS

- Things to be wary of online

- How to set protections, filters and controls

- What you can do for your child

- Where to find help



Why is online safety important?

Because the internet is incredibly powerful!



Elm class recently had some teaching from IBM about Cyber Security, using 

the CyberDay4Girls program. The research team who run the program shared 

the following statistics:

• Most children under 13 had their own profile on at least one social media 

app or site; 33% of parents of 5-7s said their child had a profile, and 60% 

of 8-11s said they had one.

• More than a third of 8-17s who gamed online played with people they 

didn’t know (36%); 16% of 8-17s chatted to people they didn’t know, via 

the messaging/ chat functions in games.



When we look at this alongside Ofcom's 2019 research, we can see that 

children as young as 3 are using technology and media on a daily basis.



The internet is such a huge part of our lives that we often don't even realise 

we're using it.

Doorbells, shoes, watches, kettles, fridges, cars, light bulbs, thermostats and 

washing machines are just some of the everyday items that can be controlled 

remotely, or by voice, through the internet. Not to mention the entire world of 

knowledge at our fingertips through our mobile phones, tablets, or AI devices.

It's fantastic, but the 

potential for children to be 

involved in foul play, fraud, 

overuse, inappropriate use 

and exposure to content 

which they are too young for 

is very high.

Online safety is important 

because our children are 

important!



NSPCC Internet Connected Devices

If you want to learn more about Internet Connected 

Devices, find out what things you have that might have 

internet access or just check you're using the right 

settings, this website has lots of helpful advice:

Wellbeing Report 2021

Google and Internet Matters have teamed up to create a 

Wellbeing Report, which gives parents some key facts about their 

children's online use, and offers support and advice for keeping 

children safe online. It makes some valuable but challenging 

points about our own use of the internet and technology, and how 

we can foster a positive relationship with devices at home.

https://www.nspcc.org.uk/keeping-children-safe/online-safety/internet-connected-devices/
https://www.internetmatters.org/wp-content/uploads/2022/07/IM-Google-Wellbeing-Report-Screen.pdf


What does online safety look like at Punnetts Town Community Primary 

School?

You will find our Online 

Safety Policy under the 

Policies tab on our school 

website.

We also have some other 

helpful websites and 

materials under our Online 

Safety tab, including links to 

reporting services like 

CEOP.



Teachers 

promote online 

safety through 

Computing 

lessons and 

other subjects 

where possible, 

with the aim of 

supporting 

pupils in these 

areas.

Our Computing scheme of work incorporates explicit online

safety lessons as well as safety content embedded into other 

lessons such as data protection within databases, keeping 

passwords secure when logging on and gaining consent 

before taking photographs during digital media lessons.



Throughout the year we also organise specific online safety 

events and teaching from external companies and internally, 

such as Safer Internet Day each February!



At the beginning of the school year, staff, pupils and parents are asked to read 

and sign our Acceptable Use policy, which outlines our values and beliefs about 

staying safe online and suitable use of devices, here at PTCPS.

Each classroom and learning space has these Acceptable Use posters visible 

too, to support pupils' memory and learning of these important rules. The school 

council worked with Mrs Golding to produce photos and images to help 

children's understanding.





Mrs Golding carried out an online 

safety questionnaire with a few 

pupils from both Dallington and 

Punnetts Town. In each school, 6 

Key Stage 1 and 8 Key Stage 2 

children completed the 

questionnaire. Here are some of 

the results.
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The most popular apps the children said they use 

were:

- YouTube (one child named YouTube Kids)

- Roblox

- Google (two children named Google SafeSearch)

- Minecraft

- WhatsApp

- Snapchat

- TikTok



At Punnetts Town, we recognise the valuable contribution that parents make to 

their children's learning and life experience. We always want to work closely 

with you to make sure that your child is happy, safe and learning, across all 

areas of the curriculum. That extends to online safety, and it is important that 

we all work together to keep our children safe wherever they might be 

accessing the internet, and whatever they may be using it for. Parents' roles 

are included in our Online Safety policy.



What can parents do to help children stay safe online?

1. Know what the risks are

2. Set protections, controls and filters

3. Talk to your child about online safety

4. Know where to go for help



1. What are the risks?

There are three main areas of concern and consideration when children or 

vulnerable people use the internet. These are:

- Content What children might find on the internet. This could be in response 

to a direct search, or could be involuntarily found through pop ups, unfiltered 

links or passed on from a friend/online contact

- Contact Who children speak to online. This could be through email or online 

messaging apps where you speak to someone you know by entering their 

contact details. However, many gaming sites and apps have a chat function 

where users can talk to other users, including those they don't know

- Conduct How children and other users behave online, including how they 

communicate with each other and their approach to internet use



2. Set protections, controls and filters

Most of the dangers within the three 'C's can be mitigated by putting measures in 

place.

Content can be filtered so that inappropriate language or search results are not 

shown. However, filters are never 100% successful, so there may be things that 

slip through the net. Some apps cleverly avoid filters and show users content 

related to self-harm or suicide, extremism or racist beliefs, violent or distressing 

content, pornographic images or videos, edited videos and images or fake news 

and hoaxes. This is all unsuitable content for our children and vulnerable people, 

and we need to be aware that there is always a risk of children being exposed to 

these dangers, even when we use filters. The NSPCC offers some helpful advice 

and support lines for children who have been exposed to inappropriate content, 

and their parents (link below). Many public places now have 'friendly wifi' which 

also filters search results and protects children online – see link for more 

information and to see the logo to look for.

NSPCC Inappropriate content Friendly Wifi

https://www.nspcc.org.uk/keeping-children-safe/online-safety/inappropriate-explicit-content/
https://www.friendlywifi.com/


2. Set protections, controls and filters

Many home WiFi networks allow users to create different profiles or settings for their 

children too.

Follow the link below to see instructions for some of the main internet providers and 

learn how to set up these measures in your home.

Another control parents can put in place is to enable Google ‘SafeSearch’ on devices 

which their children have access to. Use the guide to learn how to enable and disable 

this.

Internet Matters have a fantastic resource which allows parents to see instructions for 

enabling parental control settings on various game consoles, social media apps and 

smartphones and devices. Follow the link to use it.

Google's 'Family Link' app is brilliant. It allows parents to control their children's 

device and internet use, setting time limits, protecting privacy and seeing location. 

Consider downloading it for your family.

Parental Controls Internet Provider

SafeSearch

Parental Controls

Family Link app

https://saferinternet.org.uk/guide-and-resource/parental-controls-offered-by-your-home-internet-provider
https://www.tlctech.com/safesearch/
https://www.internetmatters.org/parental-controls/
https://families.google/familylink/


2. Set protections, controls and filters

Contact can be limited and controlled from parent devices. Many gaming apps 

have a chat function, which can be disabled. Check the settings of each app 

and disable anything you are not comfortable with for your child. Some settings 

also seem to enable a feature which replaces bad or inappropriate language 

with hash tags so that children can be protected and keep their personal 

information safe. At PTCPS we teach children to NEVER agree to meet with 

somebody they have met online, and to protect their personal information (like 

full name, age, address, phone number, school, passwords etc.)

Most social media apps have a recommended age of 13, so parents should not 

let their children set up an account, and should not set one up for them, before 

this. This will help to protect vulnerable younger children from some more 

mature content they might find and prevent children from making contact with 

people they do not know online.



Many parents and children worry about Cyberbullying, which has many other 

related terms.



The main way to ensure that your child conducts themselves appropriately 

online is to show them what this looks like, by modelling good online behaviour

yourself. Internet Matters suggests these key rules:





School and home can work together to teach children the following things about 

keeping a safe social media profile:



In situations where your child unfortunately does experience some form of 

Cyberbullying, there are places to seek help and support for your child and for 

yourself.

Children can speak to someone at 

Childline about their experience.

Thinkuknow

Anybody can report an issue on CEOP, 

and the ‘Thinkuknow’ website gives tips 

on how to block and report on different 

social media apps.

CEOP

https://www.ceop.police.uk/Safety-Centre/


If you discover that your child has been 

participating in inappropriate conduct online, 

or acted as a bully, Internet Matters gives this 

advice:

NSPCC 

Cyberbullying

The NSPCC has this page dedicated to 

finding out more about cyberbullying and 

how to support your child:

https://www.nspcc.org.uk/what-is-child-abuse/types-of-abuse/bullying-and-cyberbullying/


3. Talk to your child

Explain to your child every action you are taking to protect them. They may not like 

or agree with some of the steps you take, but if they understand why you are doing 

it, they will feel loved and know they can talk to you if and when a problem arises.

Choices you make might be controversial or unpopular, but it is important that 

parents are in control of their children's internet and device usage, and 

don't compromise what they want for their child just because they say, "all my 

friends are doing it!"



3. Talk to your child

Setting a good example is also important when talking to your child about 

online safety. Children are most likely to imitate the behaviour around them, 

so if parents are responsible technology users, they are more likely to be 

too!

Remember, 

what you do 

matters!



Age Guides, Parent Packs 

and Resources

You can find lots of information and parent 

support, including age guides for different 

social media and gaming apps on the Internet 

Matters website, by following this link:

Social Networks for Kids

There are some social networks which have 

been designed for, and by, children in order to 

add a level of protection and to enable those 

under 13 to connect with their friends online 

safely. See the list here:

NSPCC Online games

You can read more about how to 

online games here; the potential 

risks involved and tips for keeping 

your child safe.

4. Know where to go for help

https://www.internetmatters.org/schools-esafety/parent-online-support-pack-teachers/
https://www.internetmatters.org/resources/social-media-networks-made-for-kids/
https://www.nspcc.org.uk/keeping-children-safe/online-safety/online-games/


National Centre for Cyber Security tips for being Cyber Aware:

https://www.ncsc.gov.uk/section/information-for/individuals-

families

https://www.ncsc.gov.uk/section/information-for/individuals-families


Thank you very much for reading this presentation.

Please do get in touch with the school office or with Mrs Golding 

(rgolding@punnettstown.e-sussex.sch.uk) if you have any 

questions or would like to discuss any of this information further.

I hope you find it helpful, and that you are able to use some of 

this information to help keep your children safe online.

mailto:rgolding@punnettstown.e-sussex.sch.uk

